Step to download Process

1- Open Link
https://usercenter.ncodesolutions.com:8080/nToken/Tokenlntegration
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2- Enter Details as required

3- Select your token Type (Please Update first new driver as per token)
4- Click Submit

5- It Will Display the code download Link. Open Link
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Signing Certificate Request

To download certificate, we recommend "Internet Explorer 7.0 or above and Windows XP with Service Pack 3.0 or above" as preferred browser

+ Please enter the Reference Number and Authorization Code receive from (n)Code Solutions.

+ Select CSP (Cryptographic Service Provider) as per the Cryptographic token plugged in your system
+ Click on “Submit Request” to download DSC in FIPS Certified Cryptographic token

= Please install RootCA & CA Certificate from here RootCA Cert and CA Cert

Reference Number : [undefined |

Authorization Code : [undefined |

CSP type -

CSP : [Microsoft Base Smart Card Crypto Provider |

For further assistance on detail steps to download Digital Certificate, click on Help Document

Note :
+ Certificates downloaded with key length other than 2048 bits are not permitted as per IT Act 2000, such cases, if any, shall be

revoked by (n)Code Solutions.
+ As per the notification dated 25th October 2013 from CCA, it is mandatory to download & store DSC on the FIPS 140-1/2 Level 2

certified crypto tokens only.
+ Please get in touch with the concerned OEM/Distributor of the token for CSP related issues in case the token is not provided bv (n)

Information will auto fill up.

Click On Validate Button, After successfully validation, Click Submit Request.

Download will complete.
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